Subject: Scam Alert:

A situation has occurred in Ohio concerning invoices from some of the computer companies that hold WSCA/NASPO PC Master Price Agreements.  The situation sited involved a woman in Ohio who had responded to an email from someone in Africa, and her email address was picked up.  She was convinced to receive shipments of computers at her Ohio address that were ordered through a WSCA/NASPO Contractor, referencing the Ohio CPO and department, and then re-ship the PCs to Africa.  The manufacturer was immediately notified when the problem was detected and worked with Ohio to shut it down.
Over the past several weeks another scam has begun to surface in several states.  Orders are being placed with WSCA/NASPO Contractors, supposedly by the State contact person listed on the WSCA/Minnesota website; and are being delivered to those names and addresses.  These orders have all been determined to be bogus.  The Contractors involved have been working with the States to make sure the products are picked up and invoices deleted.
Anyone receiving an order must be vigilant in verifying the accuracy of the order.  If you do receive a delivery of products that you have not ordered, you are to immediately notify the Contractor and the State Information Technology Management Office (ITMO) acopela@itmo.sc.gov.   
