EXHIBIT A

PAYPOINT GATEWAY

FDMS and its affiliate First Data Government Solutions, LP (collectively “First Data”) will provide State with a payment solution under the terms of this Exhibit that will allow State to process and manage payment and payment transactions using a single internet gateway access point. 

1.
Services.  First Data will provide State with a payment solution that will allow State to process and manage payment and payment transactions (“Services”) using a single internet gateway access point (“PayPoint Gateway”) as described below. 
a.
Gateway; Management Interface.  The PayPoint Gateway will allow State to (i) authorize credit card, debit card and eCheck (ACH) payments, (ii) receive payment output files from multiple applications; (iii) review payment reporting across multiple applications; (iv) perform detailed payment research related to status, date tracking, time tracking and successful or negative payment results; (v) review payment authorization and return processing information; (vi) perform payment void and refund processing; (vii) track payment chargeback and settlement activity; (viii) apply notes to specific payments or transactions; (ix) process ad hoc payments; (x) access and manage multiple individual user accounts; and (xi) make configuration changes to its consumer payment interface (if this option is selected by State); all for Payments (defined below) initiated by State’s users.

b.
Payments Supported.  The PayPoint Gateway will support multiple payment types, including, but not limited to, card and other chip or mobile based electronic payment types (collectively, “Card”), electronic check (“eCheck”) payments, business check (“Business Check”) payments and Automated Clearing House (“ACH”) payments (collectively, “Payments”).  The PayPoint Gateway will support Card Payments initiated and processed using American Express, Discover, MasterCard, and VISA as well as other Cards Payments that First Data identifies from time-to-time.  The PayPoint Gateway will support eCheck and Business Check Payments initiated and processed through an ACH solution.  The PayPoint Gateway will support TEL, WEB, CCD, CCD+ and PPD entry classes for ACH Payments, as defined by the National Automated Cleaning House Association (“NACHA”) Operating Rules and Guidelines (“Rules”).  
c.
Payment Interface.  First Data will host the PayPoint Gateway using an application service provider (“ASP”) model through which payments may be initiated and settled for State’s users.  The PayPoint Gateway will allow State to (i) authenticate its users based on State defined parameters; (ii) manage multiple user accounts; (iii) perform account validation, including, but not limited to, check digit routines and stop file processing; (iv) support recurring payments; and (v) access summary and detail information about payments initiated and processed using the PayPoint Gateway.  First Data and State will also work together to customize the PayPoint Gateway so that State may use it to (a) perform back-office administration management for Payments received from users; (b) integrate multiple State websites to a central payment gateway; (c) create output file to manage Payments received; (d) provide users with a customizable user interface (within parameters determined by First Data) to initiate Payments based on their personal preferences for different Payment types, including a consumer payments interface, a readymade point of sale payment processing solution available via web and interactive voice response (IVR) channels, which provides the customer-facing front-end interface to all PayPoint Gateway capabilities; (e) provide users with the ability to set up and authorize recurring payments; and (f) provide users with the ability to review account payment summaries, including detailed payment histories. 
d. 
Payment Processing Obligations.  All Payments initiated by State or its users will be processed using the PayPoint Gateway and First Data’s computer systems according to documentation provided by First Data from time-to-time (First Data’s computer systems and documentation are the “First Data System”).  State or its users will provide all transaction data, related information and instructions (collectively “Payment Data”) necessary for First Data to perform the Services.  Unless another entity is acting as the “Originator,” as defined in the NACHA Rules, on State’s behalf in connection with ACH Payments, State will be the Originator for any ACH Payments that State or its users initiate.  State assumes all responsibilities and liabilities under the NACHA Rules for its ACH Payments and those of its users.  First Data will have no responsibility or liability for any error, omission, delay or failure to process an ACH Payment if State or its users do not properly initiate the transfer or funding of ACH Payments.  State assumes all responsibilities and liabilities under applicable association rules or regulations related to processing its Card Payments and those of its users.  State AND ITS USERS will be solely responsible for ensuring the validity, accuracy and completeness of all Payment Data.  FIRST DATA will rely upon and use State’s OR ITS USERS’ Payment Data WITHOUT FURTHER VERIFICATION IN ORDER to provide the Services.  First Data will have no responsibility or liability for any error, omission, delay, failure to meet any processing timelines or accurately perform any of its Services due to State or its users providing inaccurate, incomplete or untimely Payment Data, or failing to perform their settlement obligations.
e.
Election of Services.  State elects Services through its use.  State will be invoiced only for Services used. 

2.
Payment for Services. 

a.
Fees.  State or State Participant will pay First Data for all fees as set forth in Schedule A-1.  

b.
Invoices.  First Data will invoice State or State Participant monthly.  State will pay all invoices within thirty (30) days from the date of the invoice.  If payment is not received within five (5) days of its due date, First Data will impose a late charge equal to 1-1/2% per month, or the maximum amount allowed by law (whichever is less), on the unpaid balance.  
3.
State Obligations; Compliance with Law.

a.
Security. State will be solely responsible for information and physical security measures related to its use of the Services, and the use of the Services by State’s users.  State will implement procedures for the distribution of passwords permitting its users, employees, agents and representatives to access the Services.  First Data is not responsible for and does not control third party telecommunication lines used to provide the Services; and will not be responsible for the security of transmissions to and from the First Data System via such lines.

b.
Audit and Inspection.  First Data may audit or inspect State’s records related to its performance, duties or obligations under this Agreement during normal business hours and upon reasonable notice.  

c.
Compliance with Law.  State will comply with and will not use the Services in violation of any federal, state or local laws, regulations, judicial or administrative decisions, executive orders, rules or interpretations applicable to its business, and will be solely liable for any violation of such requirements.  State will use the Services in accordance and compliance with this Agreement, the First Data System requirements and the written policies and procedures provided by First Data from time-to-time.  State will not use the Services in connection with any gaming business, adult or sexually oriented business, or business opportunity business.

4.
Representations and Warranties.  

State and First Data each represent and warrant: (i) they have corporate authority to execute this Agreement; (ii) executing this Agreement does not constitute a material conflict with, breach or default under any applicable law, their respective charter or bylaws, or any documents, agreements or other instruments which are binding upon the parties; and (iii) this Agreement creates valid, legal and binding obligations that are enforceable against the parties.    

5.
Disclaimer of Warranties.  EXCEPT AS SPECIFICALLY SET FORTH IN THIS AGREEMENT, FIRST DATA DISCLAIMS ALL WARRANTIES, EXPRESS OR IMPLIED, INCLUDING, WITHOUT LIMITATION, WARRANTIES OF MERCHANTABILITY OR FITNESS FOR A PARTICULAR PURPOSE, WHICH RELATE TO THE SERVICES PROVIDED UNDER THIS AGREEMENT.  FURTHER, FIRST DATA DOES NOT WARRANT THAT STATE’S USE OF THE SERVICES WILL BE UNINTERRUPTED OR ERROR-FREE.  THIS AGREEMENT IS A SERVICE AGREEMENT, AND THE PROVISIONS OF THE UNIFORM COMMERCIAL CODE DO NOT APPLY TO IT.

7.
Intellectual Property.

a.
Ownership.  This Agreement does not grant State with any right, title, interest or license (by estoppel or otherwise) to any patent, trademark, service mark, copyright, trade secret or proprietary right associated with the PayPoint Gateway, First Data System, applications or business methods required or provided in connection with the Services.  

b.
Use of Marks.  Neither party will use any trademark, service mark, trade name nor other proprietary designation (collectively, “Marks”) owned, licensed or registered by the other party without prior written consent.  Neither party will use or reference the other’s Marks in any manner that disparages or portrays the other in a negative light.  Neither party may alter, modify, or change the other’s Marks in any way.   A breach of the terms of this Agreement related to the use of a party’s Marks will cause irreparable harm such that the non-breaching party will not have an adequate remedy at law and, in addition to any other rights or remedies available at law or in equity, will be entitled to seek injunctive relief against the breaching party (without posting a bond or other security).  

8.
First Data System.  

a.
First Data may update or alter the logical, physical or archival structure or organization of the First Data System, including any applications, databases, files, documentation or other information used to provide the Services, from time to time in its sole discretion.  State may test or assist First Data, at its request, to test the First Data System from time-to-time.  

b.
First Data will conduct regular maintenance on the First Data System during designated time periods (“Scheduled Maintenance Windows”) during which it may limit or suspend the Services.  Scheduled Maintenance Windows may be modified by First Data from time to time during the Term upon prior written notice to State.  First Data will make commercially reasonable efforts to notify State prior to performing any maintenance that will interrupt the Services; provided, however, First Data may perform any emergency or other maintenance necessary to ensure the safety, security or stability of the First Data System at any time without prior notice to State.

c.
First Data System Availability.  The First Data System will be accessible 99.7% of the time each calendar month, excluding Scheduled Maintenance Windows. 
9.
Data.  


a. 
State acknowledges that data conversion is subject to the likelihood of human and machine errors, omissions, delays, and losses, including inadvertent loss of data or damage to media, that may give rise to loss or damage.  First Data shall not be liable for any such errors, omissions, delays, or losses, unless caused by its gross negligence. State is responsible for adopting reasonable measures to limit the impact of such problems, including backing up data, and adopting procedures to ensure the accuracy of input data; examining and confirming results prior to use; and adopting procedures to identify and correct errors and omissions, replace lost or damaged media, and reconstruct data.  

b.
To the extent that State and its users receive data procured through the PayPoint Gateway, including, by way of example, transaction amounts, transaction dates and account numbers State shall maintain, and shall ensure that its users maintain, the integrity and security of such data and use commercially reasonable efforts to keep such data protected from theft, hacking and third party interception.  State shall keep, and ensure that its users keep, such data confidential and shall use, and ensure that its users use, such data only as permitted under this Agreement or by law.  

SCHEDULE A-1

PAYPOINT GATEWAY FEES

First Data PayPoint® Gateway Pricing


	Item
	Description
	Fee

	Additional Set-up Fee**
	Startup Fee or each additional Participant enrolled under Corporate Site Level
	$1000

	Interactive Voice Response (IVR) Per Minute Fee**
	Per minute fee charged to State of South Carolina based on monthly utilization of the IVR solution.
	$0.12

	Annual Minimum Fee
	This is the minimum that will be charged during a 12 month period.  If the transaction volume is not enough to reach the minimum on the per transaction fee then the difference between the minimum and the per transaction total will be charged.
	$12,000

	
	
	

	PayPoint® Gateway
Transaction Fee
	The gateway fee is charged for the processing of the electronic payment through the merchant acquirer, as well as the back office functionality inherent for payment reconciliation, reporting and tracking as described below.
	0 – 10K Trans/month $0.20

 10K- 20K Trans/month $0.19

20K – 30K Trans/month $0.18

30K – 40K Trans/month $0.17

40K – 50K Trans/month $0.16

> 50K Trans/month $0.15



	TOTAL PAYMENT TRANSACTION FEE:
	
	


Please note:  First Data assumes customers will not require transfers to the Client’s Call Center.  If call transfers are required there would be a separate call transfer fee associated with the IVR.  Also, the figures above are budgetary only.  Actual fees could be bundled or tiered depending on volume and utilization.  Fees listed with “**” are optional items which can be selected by State of South Carolina if required.

· The Gateway Transaction Fee includes the following capabilities: 

· Authorization and settlement for all payment types

· Consolidated Posting file for all payment types

· Access to PayPoint Portal Administrative Site for real time research and reconciliation

· Ability to perform refunds, partial refunds and voids

· Full payment and user reporting capabilities 

· Ability to represent ACH payments automatically three times

· Single API Interface for all payment types

· Ability to save customer specific data with the payment such as account number

· User enrollment capabilities

· Recurring and warehouse payment capabilities

· Supports Convenience Fee and Non-Convenience Fee Models

· PCI Compliance
